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Be aware of virus and malicious software
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Virus and malicious software attacks are increasing in recent years. They
may delete some data and even prohibit you from using some software in
the computer. It is important to install appropriate and effective anti-virus
and anti-malware software.
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DO NOT RESPOND to phishing mail
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Over 90% of targeted attacks start with email. Criminals create very
convincing emails to trick you into clicking on a link, opening an
attachment, or replying with your credentials. The attack methods
criminals employ with phishing emails are constantly changing and so
when you receive suspicious emails from stranger with an attachment,
please DO NOT OPEN and DO NOT RESPOND.




